Dzien Ochrony
Danych
Osobowych

Co bedzie sie dziato w 2026 roku?




Rok pod flagqg
cybersecurity

W 2026 roku duzo bedzie sie dziato w obszarze cyber-
security. Miedzy innymi sejm uchwalit nowelizacje
ustawy o Kragjowym Systemie Cyberbezpieczenstwa,
iImplementujgcqg dyrektywe NIS2. Przedsiebiorstwa
oedqg musiaty dostosowac sie do rosngcych wyma-
gan regulacyjnych (i zagrozen!) dotyczgcych
ochrony danych | zarzgdzania incydentami.

To bedzie wazny czas na przygotowanie swojej
organizacji na nadchodzgce nowe regulacje
prawne i Najwyzszy czas na podjecie dziatan uod-
parniajgcych na coraz to wieksze cyberzagrozenia.



Co warto sprawdzic?

- Jakie sg stabe i mocne strony naszej organizacii
w zakresie cyberbezpieczenstwa? Jakim wymo-
gom podlega moja organizacja w tym zakresie?

> Sledzi¢ SSW po wiecej materiatdw i inicjatyw
zwigzanych z cybersecurity legal & tech!
Stay tuned!



Plan kontroli
Prezesa UODO

Prezes UODO opublikowat plan kontroli sektorowych

na 2026 r. Tym razem na celowniku znalazty sie:

- podmioty lecznicze, ktdre przetwarzajg dane

osobowe przy wykorzystaniu monitoringu
wizyjnego, w szczegolnosci dane dzieci na

szpitalnych oddziatach dzieciecych i w innych
polacdwkach leczniczych dla dzieci,

- podmioty prowadzqgce biuletyn informacii

oublicznej (BIP), w szczegdlnosci w zakresie
anonimizowania danych | udostepniania sesji
rad gminy,



- podmioty marketingowe, w szczegolnosci

w zakresie podstaw prawnych przetwarzanida

danych osobowych w celach marketingowych,

- Internetowe p
rzania danyc

dokonywaneg|

atformy dostaw, w zakresie przetwa-

N osobowych w ramach sprzedazy
za pomocqg aplikacji internetowych.

Co warto sprawdziC?

- Jak funkcjonuje monitoring wizyjny w nQsze|

placowce medycznej? Czy spetnhia wymogi

ochrony danych osobowych | bezpieczenstwa?

Czy informujemy naszych pacjentow i innych

gosci O przetwarzaniu ich danych osobowych

W ramach monitoringu?



- Jak

sie majg nasze procesy marketingowe? Na

jakich polach dziatamy? Czy mamy podstawy
orawne, aby kierowac komunikacje marketin-

gowq (np. zgody, prawnie uzasadniony interes)?

@4,

Ny |

> Czy
ZOru

informujemy naszych klientdw o przetwarza-
ch danych osobowych w ramach marketingu?

nasze sklepy internetowe regularnie nad-
Jg kwestie zwigzane z ochrong danych

0OSO
jest

oowych? Czy dokumentacja w tym zakresie
na biezgco aktualizowana? Czy stosowane

zabezpieczenia sg odpowiednie? Czy nasze

aplikacje mobilne spetniajg wymogi przejrzy-

stosci? Czy uzywamy niedozwolonych technik

manipulowania?



Obowiqgzki informa-
cyjne i przejrzystosc
komunikacji pod lupqg

W 2026 r. Europejska Rada Ochrony Danych skupi

sie przestrzeganiu wynikajgcych z RODO obowigz-
kow przejrzystosci i informowania oraz podejmie
skoordynowane dziatania w tym temacie.

Regulatorzy bedqg oceniac, jak organizacje w prak-
tyce realizujg swoje obowigzki informacyjne wobec
0sOb, ktorych dane osobowe przetwarzajg. Mozna
wiec spodziewac sie dziatan i kontroli polskiego
regulatora (Prezesa UODO) w tym obszarze.



Co warto sprawdzic?

- Czy nasza organizacja realizuje swoje obowigzki
informacyjne z RODO? Czy przekazuje np. swoim
klientom, kontrahentom czy pracownikom proste
| jJasne informacje o przetwarzaniu ich danych

osobowych?

-> Czy personel mojej organizacji wie, jak spetniac
obowiqgzki informacyjne w praktyce? Np. kiedy
zatgczy¢ odpowiedniq klauzule informacyjng do

umowy?




Chetnie pomozemy Ci
sprawdzic te tematy

w Twoje] organizac)i —
zapraszamy do kontaktu!
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Partner Associate

agnieszka.witaszek@ssw.solutions martyna.taciak@ssw.solutions



